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Policy 6.14 Credit Card Data Privacy  
 
The Board of Certification for Emergency Nursing (BCEN®) understands that 
privacy online is important to users of our site, especially when conducting 
business. This statement governs BCEN’s privacy policies with respect to the 
use of credit card information.   
 
All BCEN employees receive training on our security policies and practices to ensure 
the protection of sensitive information. Credit card data, including numbers and 
expiration dates, is safeguarded using industry-standard encryption protocols 
during transmission over the Internet. 
 
While BCEN takes commercially reasonable measures to maintain a secure 
environment, electronic communications and databases can be vulnerable to errors, 
tampering, or unauthorized access. Therefore, BCEN cannot guarantee absolute 
security and will not be liable for such occurrences. 
 
When completing a transaction, purchasers enter credit card details online. These 
details are never stored in BCEN’s system and are encrypted in compliance with e-
commerce industry standards before being transmitted to the merchant bank. 
Credit card information is not accessible to BCEN employees or any unauthorized 
third parties. 
 
BCEN and its trusted affiliates use credit card information solely to process purchase 
requests. This information is shared only with the third parties necessary to complete 
the transaction. 
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